**3359-47-03 Computer misconduct policy.**

Computer misconduct, intentional disruption of a computer system, reckless experimentation in the operation thereof, through the use of computer viruses or other such disruptive methods, improper use or obtainment of a computer password, unauthorized examination or view of computer records, and other unauthorized or wrongful use of a computer or its systems are considered by this board to be ethically improper and, in certain circumstances, serious criminal offenses.

It is the policy of the university of Akron that any such improper use or uses of university computing resources shall, in addition to civil and/or criminal penalties, be grounds for university disciplinary action against the offender. Such disciplinary action may include loss of all privileges with respect to the use of university computing resources; and may include formal disciplinary sanctions against employees and/or students up to and including termination of employment and dismissal.

It shall be the responsibility of everyone using university computing resources to remain vigilant for any signs of improper computer activity and report the same immediately to the vice president for information technology and CIO, the senior vice president and provost and chief operating officer, the vice president for student affairs, and/or university police. Any individuals using or distributing software to others for use in any computer system or computer resources of the university of Akron are expected to utilize reasonable care to assure that the disks or transmitted matter are free of any destructive code, from whatever source.

Replaces: 3359-47-03

Effective: 02/01/2015

Certification: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Ted A. Mallo

Secretary

Board of Trustees

Promulgated Under: 111.15

Statutory Authority: 3359

Rule Amplifies: 3359

Prior Effective Dates: 10/21/89, 05/22/91, 06/25/07, 08/20/11, 11/15/12